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Este documento estabelece as diretrizes de segurança da informação da empresa FB pesquisa e desenvolvimento na área da saúde. O objetivo é proteger os ativos de informação contra ameaças, garantindo a confidencialidade, integridade e disponibilidade dos dados, em conformidade com a Lei Geral de Proteção de Dados (LGPD)

**1. Políticas de Acesso e Controle de Usuários**

**1.1.** Princípio do Menor Privilégio

Cada colaborador terá acesso apenas às informações e sistemas necessários para o desempenho de suas funções**.​**

**1.2. Autenticação e Senhas**

Implementação de senhas fortes, com no mínimo 13 caracteres, incluindo letras maiúsculas, minúsculas, números e caracteres especiais.​

Troca obrigatória de senhas a cada 90 dias.​

Proibição do compartilhamento de senhas entre colaboradores.​

**1.3. Autenticação Multifator (MFA)**

Utilização de autenticação multifator para acesso a sistemas críticos, adicionando uma camada extra de segurança.​

**1.4. Controle de Acesso**

Definição de permissões de acesso com base nas funções dos colaboradores, facilitando a gestão e auditoria dos acessos.​

**2.0 Redes Wi-Fi**

* Uso exclusivo de redes Wi-Fi corporativas, somente funcionários podem acessar.
* Proteção dos roteadores com senhas fortes e atualizações regulares de firmware

**3.0 Política de Backup e Recuperação de Desastres**

**3.1. Backup de Dados**

* Realização de backups regulares da empresa.​

**4.0 Formatos de Treinamento Recomendados**

**4.1** Módulos Interativos Online: Utilizar plataformas que ofereçam cursos com vídeos, quizzes e simulações para engajar os funcionários.​

**4.2** Campanhas de Conscientização: Distribuir materiais informativos, como cartazes e newsletters, para reforçar mensagens-chave.

Benefícios Esperado:

* Redução significativa de incidentes de segurança causados por erro humano.
* Maior conformidade com regulamentações como a LGPD.​
* Fortalecimento da cultura de segurança dentro da organização.​
* Melhoria na reputação da empresa perante clientes e parceiros.

A implementação destas políticas visa fortalecer a postura de segurança da Fundação Butantan, protegendo seus ativos de informação e garantindo a continuidade dos negócios. É fundamental que todos os colaboradores estejam cientes e comprometidos com estas diretrizes, participando de treinamentos e revisões periódicas para adaptar-se às novas ameaças e exigências regulatórias.